Windows 7: VPN L2TP/IPSec+PSK Setup

1. Open “Networks and Sharing Center” (1) from “Control Panel”.
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2. Then choose “Set up a new connection or Network™ (2).




3. Choose “Connect to a workplace” (3) and click “Next” (4).

4. Click on “Use my Internet connection (VPN)” (5).



How do you want to connect?

i # Use my Internet connection (VPN)

Connect using a virtual private netwoerk (VPN) connection through the Internet.

= Dial directly
Connect directly to a phone number without going through the Internet.

What is 2 VPN connection?

5. You have to check the activation email you have received when you have paid for the TorGuard
VPN account. Here you will find there the available servers.
In “Internet address” field (6) type the IP address of a TorGuard VPN server.
In “Destination name” (7) field type TorGuard VPN.
Also check the “Don’t connect now; just set it up so I can connect later” (8).
Click “Next” (9).



() VPN Server IP address
(7) TorGuard VPN

6. Enter your username (10) and password (11) from VPN acces in the next window and click
“Create” (12).
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7. You should see this screen next. Click the “Close” (13) button to return to the “Network and
Internet” screen.



8. Click on “Connect to a network™ (14).

@ Ci  Connect o a network
Connext or reconnect to a wireless, wired, dial-up, or VPN network connection.




9. In the Connect to a network screen, you should see the TorGuard VPN connection that you have
just set up. Right click on it and select “Properties” (15).
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10.Select “Security” (16) Tab.
On “Type of VPN (17) select “Layer 2 Tunneling Protocol with [Psec (L2TP/IPsec)” then click
on the “Advanced Settings” (18).
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11.In the IPsec Settings dialog, click the radio button labelled “Use preshared key for
authentication” (19).
Type "torguard" into the textbox labelled “Key” (20).
Click the “OK” button (21).
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12.Select “Networking” Tab (22).
Put the tickles as it’s shown on the following picture (23).
Click “OK> (24) to save your settings.

MW - Intemet Protocal Version & (TCP/1PvE)
i Intemet Protocol Version 4 (TCP/IPv4)
| g File and Prirter Sharing for Microsoft Metwors
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TCP/IP version &. The latest version of the intemet protocol
that provides communication across diverse interconnected
netwaorks.
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